
FTC Safeguards Package
Get the assessments, policies and procedures templates, training and mandatory  

services you need to help meet the requirements of the FTC Safeguards Rule. 

Start on the Path to FTC Safeguards Compliance

IDENTIFY VULNERABILITIES
Determine the areas of focus

Includes an easy online self-assessment to identify vulnerabilities in  

how information is currently collected, stored and shared within and  

outside your organization.

ACCESS THE POLICY AND PROCEDURE TEMPLATES YOU NEED
Make the paperwork easy

Receive the necessary and configurable templates to help satisfy the 

requirement of documented policies and procedures. 

GET INFORMATION SECURITY TRAINING ON WHAT MATTERS 
Learn exactly what your and your team need to do

Get initial and ongoing online training, plus online testing with completion 

reporting, to ensure everyone on your team is properly informed on 

information security. 

ENSURE YOUR VENDORS COMPLY
Close the loop on third-party compliance

Extending vendor self-assessments helps you assess third-party risks  

to the customer information you share with them. Keep all your vendor 

responses in an easily accessible library. 

CONTINUOUSLY MONITOR AND SCAN FOR VULNERABILITIES 
Enhance compliance with choice of EDR and/or VMS

Every network is unique. Choose a monitoring solution that continuously 

identifies vulnerabilities and monitors the security of your network –  

so you don’t have to. 

SERVICE COMPONENTS
• Dealer online self-assessment  

via easy-to-use portal

• Enterprise grade policies and 

procedure templates 

• Staff training, testing and reporting  

for all required staff

• Unlimited vendor assessments 

• Ongoing evaluation and adjustment 

guidance for your security program

• Choice of endpoint detection  

and response (EDR) or vulnerability 

management service (VMS) as  

well as optional cybersecurity 

consulting services

• Phishing simulations and just-in-time 

micro security awareness training

MONITORING SOLUTIONS
• EDR: Secure every device that 

accesses your network and stop 

ransomware in its tracks. Includes 

24x7x365 SOC for blocking and 

remediating threats in real time.

• VMS: Discover, assess and prioritize 

vulnerabilities across your IT 

architecture through a combination  

of external and internal scans.

SERVICE OVERVIEW |  FTC Safeguards Package

SERVICE OVERVIEW



EASY TO IMPLEMENT
• Online portal provides  

centralized location for dealer  

and vendor assessments,  

templates and training

• Helps you focus on what your 

organization needs to get  

compliant and stay complaint

• Comes with expert support to 

provide guidance when you  

need it

COMPREHENSIVE
• Addresses your business needs  

to comply: assessments, templates 

and cybersecurity services

• Simplify managing vendor 

assessments in a single dashboard

• Includes access to consulting 

services for more in-depth support

PEOPLE-FIRST APPROACH 
• Supported by a deep bench of 

trusted automotive, cybersecurity 

and compliance experts

• Works with you to understand  

your business’s unique needs and 

risk profile

• Provides you with security experts 

to monitor, detect threats and 

conduct incident response so you 

can focus on your business

• Meets you where you are in your 

cybersecurity compliance journey
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Nuspire is a leading managed security services provider (MSSP) that is revolutionizing the cybersecurity 
experience by taking an optimistic and people first approach. Our deep bench of cybersecurity experts, 
world-class threat intelligence and 24x7 security operations centers (SOCs) detect, respond and remediate 
advanced cyber threats. We offer comprehensive services that combine award-winning threat detection 
with superior response capabilities to provide end-to-end protection across the gateway, network and 
endpoint ecosystem. Our client base spans thousands of enterprises of all sizes, across multiple industries, 
and achieves the greatest risk reduction per cyber-dollar spent. At Nuspire, we are laser focused on 
delivering an extraordinary cybersecurity experience that exceeds client expectations. 

Twitter @NuspireNetworks

LinkedIn @Nuspire

nuspire.com

Backed by Best-in-Breed Automotive Compliance Partner: Accelerate2Compliance 
and Best-in-Breed Automotive Security Partner: Nuspire

Affiliations

Get FTC Safeguards-Compliant Today

Contact us at Nuspire.com/ftc-safeguards-form, and we’ll connect you with  

one of our FTC Safeguards Rule consultants

NADA is a registered trademark of the National Automobile Dealers Association and is used by 
Accelerate2Compliance (A2C) under license. The services/products provided by A2C are solely the 
responsibility of A2C and its suppliers, which remain solely responsible for the quality and performance 
thereof. Neither NADA nor its affiliates shall have any responsibility or liability for any product or service 
offered or provided by A2C.

For more information, visit nuspire.com and follow @Nuspire 

https://twitter.com/nuspirenetworks
https://www.linkedin.com/company/nuspire/
https://www.nuspire.com
http://Nuspire.com/ftc-safeguards-form
https://www.nuspire.com

